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AMASS project overview -Goals
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Develop an holistic approach and tool support for

Architecture-driven, Multi-concern, Seamless, Reuse-Oriented Assurance
& Certification

G1: Gain for Design Efficiency

G2: Reuse of assurance artefacts

G3: Raise of technology innovation

G4: Increase harmonisation and interoperability
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AMASS project overview

-Scientific Objectives-
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Architecture-Driven Assurance (STO1) Multi-Concern Assurance (STO2) 48
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Component Module Assurance
Release Case Development

Product Engineering

I l Design Validation &

Verification

AMASS Platform Basic Building Blocks
Common Assurance &
Certification Metamodel

System Component Evidence Compliance
Specification Management Management (CACM)
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Cross/Intra-Domain Reuse (STO4) Seamless Interoperability (STO3)
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AMASS platform core
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AMASS platform core
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AMASS platform and ecosystem
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AMASS platform in action

Process Space Normativi Space
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AMASS platform in action

Automated Compliance Checking Vision lﬂ

EPF Composer Transformation Regorous

Engines
A -
Compliance Rlle set a.
Rule Base in FCL > ﬁ
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escript

~ SPEM2.0-like |
process models

Skills which cannot
be taken for granted! lm

’ Safety Compliance Pattern
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AMASS platform in action
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AMASS platform in action
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AMASS platform in actlon
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AMASS platform future development
Call for Users and Contributors
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